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Abstract

This article studies the characteristics of implicit and explicit types of aggression in the comments of a Russian
social network with the means of machine learning. As it is hypothesized that expression of aggression depends on
local norms, the dataset contains the comments collected from a single social media community. These comments
were divided into three classes: polite communication, implicit aggression, and explicit aggression. Trying different
combinations of data preprocessing, we discovered that lemmatization and replacement emojis with placeholders
contribute to better results. We tested several models (Naive Bayes, Logistic Regression, Linear Classifiers with SGD
Training, Random Forest, XGBoost, RuBERT) and compared their results. The study describes the misclassifications
and compares the keywords of each class of comments. The results can be helpful while enhancing the algorithm of
detection of implicit aggression
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ABTOMAaTHYECKOE ONpe/ie/ieHue CKPbITOii peueBoii arpeccuu
B PYCCKOSI3bIYHBIX COLMATBHBIX CETHAX

AHHOTaNMs

B maHHO# cTaThe MPEACTABICH IPUHLMUI aBTOMATHYECKOTO ONPEIEICHHs XapaKTePHCTHK UMILUTHIIUTHOR U 9KC-
IUTMIUTHON PEYEBON arpecCuy B PyCCKOS3BIYHBIX COLMANBHBIX CETsX. [I0CKONBKY MPEenonaraeTcs, YTo MPOsIBICHNE
arpeccuy 3aBHUCHUT OT JIOKAIbHBIX KOMMYHHKATHBHBIX HOPM, JaTaceT COACPKUT KOMMEHTApHH, OTyOIHKOBAHHBIC B
OJIHOM MHTEPHET-CO00UIeCTBE. DTH KOMMEHTApUH ObLTH pa3AelieHbl Ha TPU Kiacca: KOOTIepaTHBHASI KOMMYHHKALIHS,
CKpBITas peueBasi arpeccus 1 sSBHas pedeBasi arpeccusi. Vcronp3ys pa3nnyHble KOMOMHAIIMH TIPU3HAKOB Ipenobpa-
GOTKH JAHHBIX, MbI OOHAPYKUIIH, YTO JIEMMATH3ALMs M 3aMEHa SMOJI3H Ha IUICHCXOM/IEPHI CIIOCOOCTBYIOT TIOTYyYCHHIO
Jy4IINX pe3yabTatoB. Kpome TOro, Mbl IPOTECTUPOBAIIM HECKOJIBKO Mojiennel MammHHoro o0ydenus (Naive Bayes,
Logistic Regression, Linear Classifiers with SGD Training, Random Forest, XGBoost, RuBERT) n cpaBHMIHN nx
pe3yabrarhl. B HccenoBaHUH OMUCHIBAIOTCS OLIMOKH KIIaCCH(MHKALMI M CPAaBHUBAIOTCS HAOOP JISKCHYESCKHUX MapKe-
POB [T KOXKIOTO KiTacca KoMMeHTapueB. [1oydeHHbIe pe3yIbTaTsl MOT'YT OBITh HOJIE3HBI IPH YCOBEPILICHCTBOBAHIN
IropuTMa OOHAPYKEHHS CKPBITON arpecCri.

KiioueBble €J10Ba: JTHHTBUCTHYECKAs BEXIMBOCTD, PEUEBAsi arpecCHsi; CKPhITas arpeccus; MalldHHOE 00yde-
HHE; COLHATbHBIE CETH
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1 Introduction

Aggressive behavior has a negative impact on participants of online communication [Warner &
Hirschberg, 2012]. Social media such as Facebook and Twitter state in the usage policy [5], [12] that
they are concerned about hateful user-generated content (abusive language, hate speech, cyberbullying,
and trolling). Automation tools detecting aggression may be used to help moderators. For example, the
Russian social network VKontakte introduced a new function available for the administrators and mod-
erators of online communities: they will be able to filter the comments containing threats or hate speech.

It is important to note that the task of automatic detection of verbal aggression differs from the task
of sentiment analysis [Cambria et al., 2017]; [Lukashevich, 2017]. It has not been studied properly be-
cause aggression is a complex sociocultural phenomenon. Verbal behaviour cannot be described by the
dichotomy of aggression and politeness. It is more likely to be a continuum between two poles: com-
pletely rude interaction and polite respectful interaction [Locher, 2006]. In certain contexts, the words
that are usually attributed to impolite behavior can be used either in cooperative or confrontational in-
teraction. While detecting verbal aggression, ideally, we should consider both the intention of the
speaker to conduct a face-threatening act and the hearer’s perception of that. It might be traced if we
consider the broad context of the message. However, even for human beings, it is difficult to determine
the initial intention of the speaker and the internal state of the recipient, especially when the aggression
is implicit and expressed with sarcastic, insincere politeness. There have already been attempts of auto-
matic aggression detection in social media. The International Workshop on Semantic Evaluation
SemEval-2019 motivated many researchers to study this topic. One of its tasks required identifying and
categorizing offensive language in social media. Although our study is quite similar to that subtask, there
are considerable differences. In addition to the basic differences in the language of texts and the source
of data, a substantial difference in taxonomy must be mentioned. The works presented on SemEval-2019
included only two classes: not offensive and offensive. Offensive texts were characterized by the pres-
ence of obscene words. In contrast, we distinguish three classes of comments (polite, explicitly aggres-
sive and implicitly aggressive) paying attention to the type of intention. Verbal aggression often contains
vulgar lexis but it is not a definitive factor. This approach allows to detect the implicit aggression in-
cluding sarcasm and irony which may not have vulgar lexis as their distinctive lexical features. Another
workshop that should be considered is the First Workshop on Trolling, Aggression and Cyberbullying
(TRAC - 1). The taxonomy of TRAC included three classes just as the taxonomy of our study: overtly
aggressive, covertly aggressive and non-aggressive texts [Aroyehun & Gelbukh, 2018]. However, the
criteria of labelling were not described properly, and it was not clear what kind of texts were defined as
covertly aggressive.

The aim of this paper is to study the features of implicit and explicit aggression using the means of
machine learning. There are six tasks to be completed: to create a model detecting both explicit and
implicit verbal aggression in Russian social media comments; to select and collect a corpus of com-
ments; to preprocess the data obtained; to select the methods of data processing; to train the model; to
test the model and to draw conclusions.

2  Methods

2.1 Data Collection

As stated above, we focus on social media comments. The data were collected in the social network
Vkontakte, more specifically in the BORSCH (BOPIL) community. The decision to select a particular
community for data collection was motivated by the hypothesis that the way how aggression is expressed
varies depending on the local norms and community standards.

Local norms are formed in communities of practice, which define the social engagements. Penelope
Eckert states that “a community of practice is an aggregate of people who come together around mutual
engagement in an endeavor” [Eckert, 2006]. The conventionalization of meaning is the result of the
collective activity in which they share their experience. The three main criteria for identifying a com-
munity of practice, according to Wenger [1998], are (1) mutual engagement; (2) a joint enterprise; and
(3) a shared repertoire. Thus, each community of practice has its own standards of aggressive commu-
nication.
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The presumed consistency of the norm within a single community was supposed to contribute to
better results. The total number of the comments collected was 28,272. Then a subset of the comments
that were written in reply to another comment and containing more than three words was chosen. Such
restrictions were meant to provide more detailed context helping the annotators label data more accu-
rately, that was especially challenging in case of implicit aggression. The decision to select comments
that were written in reply to other comments can be explained by the fact that annotators need the context
to label them. The imbalanced dataset contains 7,225 comments in total: 5,058 comments in the training
and 2,167 comments in the test dataset. The balanced dataset includes 5,687 comments in total: 3,984
comments in the training dataset (1,328 comments in each class) and 1,703 comments in the test dataset
[https://github.com/alinatl/Implicit-Aggression].

2.2 Taxonomy and Labeling

The comments were divided into three classes of comments: polite (cooperative) comments, explicitly
aggressive comments and the implicitly aggressive ones. Annotators marked up each comment using
one of the three labels and considering the context of its use (previous and subsequent comment in the
thread). Lexical markers and the strategy of each participant were taken into account:

0 - polite (cooperative) comments. It is the class of comments which correspond to the Grice’s
Cooperative Principle. According to Leech, politeness is “a constraint observed in human communica-
tive behaviour, influencing us to avoid communicative discord or offence, and maintain communicative
concord” [Grice, 2007]. These comments do not contain face-threatening acts towards another partici-
pant or any social groups.

1 - implicitly aggressive comments. The speaker performs a face-threatening act using politeness
strategies which are clearly insincere. The speaker’s intent is exhibited only in the context. There
are the following key markers:

o vocatives that do not bear negative connotation by themselves (cmapux — old man,
cvinox — boy, Opyacouex — little buddy, oesywxa — girl, ono — it);

o markers of politeness and impoliteness intertwined (Xopowasi ucmopus. XKanw, umo
spanvé. It's a good story. Too bad it's a lie);

o question containing implicit aggression (7wt enynwiii? Are you silly?);

o offensive expressions exhibiting emotional state of the speaker (brs, xax moscHo smoco
He eudems. Shit, how can you not see that?);

2 - explicitly aggressive comments. In these comments, face-threatening acts are performed in a di-
rect, clear, unambiguous and concise way in circumstances where face is not irrelevant or minimized.
The comments contain different types of insults (personalized negative vocatives, personalised negative
assertions, personalised negative references, personalised third-person references that are negative from
the point of view of the target), name-calling, casting aspersions and pejorative speech.

Each comment was manually labelled by two annotators in order to minimize inaccuracy. When the
labels did not match, the cases were discussed collectively and the disagreement was mitigated. Besides,
the dataset was balanced, i.e. the number of comments in each class was the same.

2.3 Data Preprocessing

On purpose or unintentionally, people tend to change the graphic form of words in online communica-
tion. That is why one of the crucial tasks of preprocessing is to unify the data keeping the potential
markers of verbal aggression.

The first stage of preprocessing includes tokenization [https://www.nltk.org/], casting all the words
to lowercase and spelling correction with YandexSpeller [https://github.com/oriontvv/pyaspeller].
These operations were done in all variants of preprocessing because spelling mistakes can worsen the
results. In the second stage, we tried all combinations of the methods related to six independent token-
based features (lemmatization, emoji, punctuation, named entities, vulgar words, stopwords). All of
them might be meaningful for aggression detection. During the actual experiments all possible combi-
nations of preprocessing methods are tested in terms of the model score. There were 192 possible com-
binations in total. All possible characteristics can be seen in Table 1.

Lemmatization, punctuation removal, vulgar words removal and stopwords removal could be exe-
cuted or not. On the one hand, participants of the community which was chosen for this study do not
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usually follow the rules of punctuation. In order to mitigate the inconsistency of punctuation in the
corpus, punctuation marks can be removed. Stopwords, including prepositions, conjunctions and parti-
cles, can be also removed, because they do not contain any meaningful information, which is a common
NLP practice. On the other hand, such fields of study as stylometry do not exclude stopwords nor punc-
tuation marks when the method based on N-grams is applied. That is why all possible variants should
be tried.

High variability of word forms in the Russian language makes it reasonable to apply lemmatization.
Due to the typological features of Russian as a fusional language, one word can have many forms. In
order to allow an algorithm to consider all the forms as one word, they are lemmatized.

Replacement of named entities and emojis with placeholders is applied when the dataset size is small
and the number of distinct named entities, vulgar words and emojis is insufficient for statistical analysis.
When these tokens are replaced, the information about particular named entities and emojis is lost. Nev-
ertheless, this preprocessing method makes it possible to examine whether their presence constitutes a
significant feature or not. Another possible variant is to remove all named-entities and emojis. Besides,
emojis can be also replaced with specific classifying labels instead of placeholders: positive, negative
or neutral.

All the parameters of preprocessing and the methods can be seen in Table 1.

Lemmatiza- Emoji Punctua- Named enti- Vulgar Stop-
tion tion ties words words

Yes
No
Keep
Remove
Replace with placeholders
Replace with labels
Keep
Remove
Keep
Remove
Replace with placeholders
Keep
Remove
Keep
Remove

Table 1. Parameters of data preprocessing

We used TF-IDF vectorizer because it is characterized by the adequate balance between high quality
of vectorization and computational complexity.

2.4 Training Aggression Detection Models

Five models were trained to determine the baseline: Naive Bayes, Logistic Regression, Linear
Classifiers with SGD Training, Random Forest, and XGBoost. The baseline model using simple
algorithms should be surpassed by the final model. This baseline is established because there were no
examples of studies with absolutely identical research design. We include the class of implicit aggression
and focus on intention rather than on lexis while labelling.

The performance metric used was weighted average f1. Thus, 960 models were trained: 192 combi-
nations of preprocessing techniques for each of 5 classifiers. The detailed explanation of how the best
preprocessing type was selected is provided below.

We selected the top 20 models with the highest f1-score for each classifier. It allowed us to select the
most stable preprocessing pipeline and model kind (i.e. classifier) showing the highest results.

No. logreg xghoost bayes forest sgd
83 0.596 0.558 - 0.566 0.586
19 0.594 0.562 - 0.572 0.587
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131 0.591 0.556 - 0.588
51 0.595 0.559 - 0.562 -
80 - - 0.578 0.558 0.587
87 0.590 0.557 - 0562 -
81 0.592 0.559 - 0.561 -
21 0.590 0.556 - 0.565 -

Table 2. Types of preprocessing and the top-ranked results

Table 2 exhibits the types of preprocessing that were included in the top 20 results with at least 3
model types showing top-ranked results. According to it, the most successful variants of preprocessing
pipeline for the majority of the model types were the variants 83 and 19. The methods applied in the
five best types of preprocessing are provided in Table 3.

No. | emojis | lemmatization | NER | punctuation | stopwords | vulgar
21 | replace yes no keep keep del
51 del yes del keep keep del
19 del yes no keep keep del
83 del yes replace keep keep del
87 | label yes replace keep keep del
81 no yes replace keep keep del

131 del no del del keep del
80 no yes replace keep keep keep

Table 3. A comparison of preprocessing methods

7 out of 8 preprocessing variants included lemmatization, vulgar words deletion also appeared to be
successful (7/8), in half of the cases the named entities were replaced by placeholders and in half of the
cases emojis were deleted.

0.600
0.590 %

0.580 e
0.570

0.560

0.550
LogReg Bayes XGboost SGD Forest

Range of values & Average value
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Figure 1. Value of fl-score metrics for all model types based on the results of 10 iterations

We calculated average values of the fl score for models in top 20. From the table obtained we can
state that Bayes classifier (0.579), Logistic Regression (0.591), and Linear Classifiers with SGD Train-
ing (0.587) demonstrated the best performance. Thus, Logistic Regression classifier combined with rel-
evant preprocessing achieved the highest score and was defined as the baseline.

In order to outperform the baseline, we fine-tuned a transformer neural network based on the RUBERT
model. This is a BERT (Bidirectional Encoder Representations From Transformers) trained on the set
of Russian texts from the corresponding Wikipedia branch. That transformer language model achieves
state-of-the-art results in a broad range of NLP tasks [Devlin J. and al., 2019]. For RuBERT model
training we use both balanced and imbalanced datasets.

2.5 Keywords

When the models are ready, the following task is to define the lists of keywords for each class among
the comments that the model labelled correctly, to compare the lists and to examine if there are regular
patterns in terms of lexis.

We used three algorithms for selecting the keywords of each class: RAKE, Text Rank and Summa.
RAKE (Rapid Automatic Keyword Extraction) calculates the weight of keywords (word scores) for
words and phrases split by stopwords and punctuation marks. Tokens are presented as arrays and then
are split into sequences of contiguous words at phrase delimiters and stop word positions. That is why
this algorithm often selects collocations. We used the Python RAKE module [https://github.com/fabi-
anvf/python-rake] with the following parameters: maxWords = 3, minFrequency = 2, whereas max-
Words is the maximum number of the keywords, and minFrequency is the minimum keywords occur-
rence. TextRank and Summa are graph-based ranking algorithms that function as a voting and recom-
mendation system that takes into account the relationships between words (vertices). As a result, we
detected the keywords for all the classes. 10 keywords for each class are presented in Table 3 (0 - po-
liteness, 1 - implicit impoliteness, 2 - explicit impoliteness).

RAKE TextRank Summa
Class 0 Class 1 Class2 | Class | Class 1 | Class [ Class O [ Class 1 | Class2
0 2
KpaiHsist oOmrasi reHHass | emoji 3TO 3TO YTO BCE CBOH emoji
Mepa HENoYKa it it what | every- own
last resort | common gene thing
sequence
C0371aTh emoji CBOS 9TO yTo | emoji | emoji TBOM TBOH
to create Mamarra | what eclim yours yours
own what if
mom
CIy4yalHOCT | JOCTaTOYHO TBOU BCE emoji | TBom | Bech emoji CBOM
b caMOMHEHHee | UHTepHE | OBITh your | entire own
accident go enough T all be
your in-
ternet
UMETh MOKYMAaTeNbCcK | magamb | how TBOM | own year YENIOBEeK | HITH
to have as cTapas yours film human to go
cnocobnocts | old car-
buying power rion
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Bpewms PETUTHO3HOE BECh Tax CBOM | maTu | MoOuYb | KOTOpBI | KOTOpHI
time qyBCTBO reli- MOXyH so own | togo | momars | # i
gious feeling | all fuck yenoBek | which which
a
to be
able to
under-
stand a
human
YeJIOBEK WHTEJUICKT MEp30CT | ecnu Kak BCce | mpocto MOYb Bcé
human MeJTy3bl b filth OHU how all just can every-
jellyfish intel- if they thing
ligence
XOPOIIUH MOYb Tymou Tam OHU 3TOT Hall BECh Tynon
good MOBJIUATh Bacsa there they this our entire dumb
to be able to dumb
affect Vasya
CHJIBHBIT MpaBo TBOE cBOH MOXH TaK OBITH | XOpowH | MPOCTO | 4YenoBe
strong your right own 0 SO to be i just K
can good human
LeHa MIPOCTO BUAETH | JenaTh | TOJbK | Takoil | Tymo | Goxpmio | xopomm | >xoma
price just see to do 0 this i i i ass
only dumb | large good
Macka MIPU3HABATD KUTHb | emoji | yemoBe | KOy | HOBBIM | HawaTe | e0atTh
mask Hayajuo to live K H new tostart | to fuck
to recognize human | clow
the beginning n

Table 4. Keywords lists

Having analyzed the intersection of the words of three classes, we explored the main topics of the
community “BORCH”. We also detected the keywords of each class. The words in the lists were cate-
gorized into several semantic groups. The results obtained are discussed in the next section.

3 Results

The baseline model was the model using Logistic Regression. The best variants of preprocessing were
the variants number 19 and 83. They both included vulgar words and emojis deletion and lemmatization.
In the 19th variant, named entities were not removed, while in the 83rd they were replaced with place-
holders. Both in 19th and 83rd punctuation marks and stopwords were kept. This might indicate that
users omit punctuation marks when using obscene vocabulary. The conclusion to be drawn is that the
fact of the presence of named entities helps the model detect verbal aggression in social media com-
ments.

Ne Model F1 Precision | Recall

19 | Naive Bayes 0.56 | 0.57 0.56
Log Reg 0.60 | 0.60 0.60
SGD 0.59 | 0.59 0.59
Random Forest | 0.57 | 0.58 0.58
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XG Boost 0.56 | 0.57 0.57
83 | Naive Bayes 0.56 | 0.57 0.56
Log Reg 0.60 | 0.60 0.60
SGD 0.59 | 0.58 0.59
Random Forest | 0.57 | 0.57 0.57
XG Boost 0.56 | 0.58 0.57
80 | Naive Bayes 0.58 | 0.58 0.58
Log Reg 0.59 | 0.59 0.59
SGD 0.58 | 0.58 0.58
Random Forest | 0.56 | 0.56 0.57
XG Boost 0.54 | 0.56 0.56
RuBERT balanced 0.65 | 0.65 0.66
0.66 | 0.66 0.67

RuBERT imbalanced

Table 5. F1-score, precision and recall

The model based on RuBert demonstrated the highest score (0.66) on imbalanced dataset in automatic
detection of aggression and overcame the baseline model Logistic Regression (0.60). At the same time,
attention should be paid to the high accuracy of the explicit aggression detection (0.82).

Normalized confusion matrix o Normalized confusion matrix for unbalanced RUBERT  Normalized confusion matrix for balanced RuBERT
08

Tue label
TFue label
o
s
Tue label

Predicted label Predicted label Predicted label

Figure 2.Confusion matrix of the Logistic Regression model with the 19th preprocessing variant/ the
balanced RuBERT model/ the unbalanced RuBERT model

Having analysed the misclassifications of both models, we discovered that the model based on
RuBERT attributed the comments of the class 1 correctly in 47% of the cases. It made a mistake and
attributed the comments of that class to the class 0 in 36% of cases and to the class 2 in 17% of cases.
The misclassifications between the classes 0 and 1 can be explained by the similarity in terms of their
lexical features. It can be proved by the keywords representing each class. The keywords extracted for
each class by all three algorithms (RAKE, Text Rank and Summa) are shown in Table 5.

Class Bojaa (water), 3HauuT (to mean), mosk3oBaThes (to use) mecto (place), kcratu (by the
0 way), ToBopHTb (to talk), Bpems (time), macka (mask), Oymakka (paper), kiaaccuka (classics),
BooOme (at all), mensats (to change), Hauath (to start), ctatucTuka (statistics), BapuaHt
(option), mymarts (to think), Poccus (Russia), cutyarus (situation), pyouns (ruble), rocynap-
cTBO (state), mpocto (simply), mocmoTpeth (to look), mpumep (example), octatecs (stay),
mmHa (tire), opurers (be shocked), mocrpouts (to build), emoji, mpaBo (right), HEKTO
(nobody), xypc (course), xkuTh (to live),cTpouTts (to build)

Class | pemmuts (to decide), mecsiy (month), oTBeT (answer), neno (case), xusnsb (life), miatuts (to
1 pay), 3HauuT (to mean), Hayano (beginning), 3aciayxuth (to deserve), Hukro (nobody), roBo-
puth (to speak), xoma (ass), Touno (accurately), cuuraTh (to consider), xoTetp (to want),
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Buzeo (video), yposenb (level), mous (to be able to), mueHue (opinion), mepeunTars (to
reread), ’xnaTh (to wait), 3apmara (salary), paborats (to work), Beputs (to believe), uenosek
(human), BooGe (at all), cunets (to sit), mama (mom), Poccus (Russia), 6naronaps (due to),
pasBuBath (to develop), mopa (it’s time), HeBo3MoxkHO (impossible), nokazaTs (to prove),
py6nb (ruble), pabdora (job), Becw (entire), Buneth (to see), rocyaapcTBo (state), Moyozer,
nasarth (to give), [Iytun (Putin), moct (post), ckazaTs (to say), mocMoTpeTs (to watch), Bacs
(Vasya). sicao (clear), xuth (to live), mokazare (to show), tapakan (cockroach), Hopma
(norm), emoji, cinoBo (word), mokynars (to buy), mousTh (to understand), nenats (to do),
npobiema (problem), monumars (to understand), mpogosmkaTs (to continue), ra3 (eye)

Class | mapama (slop-pail), Hopmanbsao (normal), nebwi (moron), 3HaTh (to know), BMmecTo (instead),
2 nutioxa (slut), roopuTs (to talk), xxomna (ass), monstHo (clear), xoTeTs (to want), yuraTsb (to
read), ebatp (to fuck), mpasp (scum), mamkuH (mom’s), Moub (to be able), HanucaTh (to
write), cocath (to suck), kremlebot, Beicep, roBHo (shit), BaTHUK, JaxTa, MHU3/EI, BIACThH
(authorities), mouemy (why), cka3zatsb (to say), cMmotpets (to watch), mypadoxk (fool), xuth (to
live), apyr (friend), emoji, uaru (to go), cinoso (word), nenarts (to do), padborars (to work),
nmornMaTs (to understand), cyka (bitch)

Table 6. Keywords for each class

As demonstrated in Table 5, the class 2 contains the largest number of expressive lexis. There are
several pejorative words marking political and ideological views ((1) Kremlebot, (2) vatnik (3) lahta),
insults referred to promiscuity ((4) slut, (5) to fuck, (6) to suck), insults of family members ((7) Mom's
(mamkin)) and scatological terms ((8) shif). The keywords of the comments with implicit aggression do
not have offensive meaning by themselves and in many cases coincide with the words of class 0 which
typify the main theme of the community ((9) state, (10) right, (11) situation, (12) ruble, (13) mask). It
demonstrates that the lexical-based approach [Njagi et al, 2015] of aggression detection is not effective.
Marked words in the class 1 can be used without addressee ((14) ass) or imply aggression only in par-
ticular contexts ((15)Vasya (this name is associated with a simpleton, a foolish person), (16) cockroach
(the Belarusian president's derogatory nickname)).

The keywords that are unique for the class of implicit aggression can contain substandard words ((17)
big head (bashka), (18) to get drunk, (19) to shit up) or just name verbal aggression ((20) boorish, (21)
rudeness) but they are not invective.

4  Conclusions and Future Work

The purpose of this study was to explore approaches to the automatic detection of implicit aggression
in comparative perspective with the detection of explicitly aggressive and polite speech. The article
discussed data collection, preprocessing and train modelling.

Several conclusions were drawn. First, we discovered that on the stage of data preparation lemmati-
zation and keeping stopwords and punctuation marks contribute to better results. We also suppose that
the comments with vulgar lexis do not contain punctuation marks more often. Second, certain similari-
ties between polite communication and implicit aggression in terms of keywords make lexical features
insufficient for accurate detection of implicit aggression. Third, the winning model was the model based
on RuBERT. The fl of this algorithm is 0.66, which is higher than the baseline and the best result
presented for the similar task in TRAC-1 (f1 0.64). This result is still lower than the best result achieved
by the participants of SemEval-2019 (f1 0.82), but it can be explained by a substantial difference in
taxonomy. Our taxonomy includes not only polite and explicitly aggressive comments but also implic-
itly aggressive. This class is interjacent: it is at the same time closer to the explicitly aggressive class in
terms of intention and to the polite class in terms of vocabulary. It allows to detect sarcasm and irony
which do not bear any specific lexical markers. However, the absence of such markers worsen the re-
sults.

As for possible solutions to the problem of low accuracy, several solutions might be proposed. For
instance, we could specify the taxonomy, analyse other linguistic features of implicit aggression (syntax,
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POS), consider pragmatics and identify interjacent classes between polite and impolite communication.
The size of the dataset is, probably, not ample to ensure the stable work of the model.

The topic of automatic detection of implicit aggression in social media has many paths for further
research. This study can be used as a base for the future research of implicit aggression as a linguistic
phenomenon and automatic detection of aggression in communication. For instance, it is possible to use
crowd-sourcing and to create a larger dataset, to collect a corpus of other languages or use other social
media as a source. The methods also can vary: further studies might classify comments differently,
consider other linguistic features or choose alternative ways of data processing.
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